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there are at least four of the fluid compartments along side
wall sections; and

when one of the compartments ruptures during tampering,
another of the compartments is configured to retain
fluid therein.

25. A medication bottle comprising:

(a) a medication-container;

(b) a cap removeably coupled to the container;

(c) a first sensor mounted on one of the container or cap;

(d) at least a second sensor mounted on one of the
container or cap;

(e) an electrical circuit located on at least one of the
container or cap;

(f) an actuator operably actuated by the circuit depending
on user authentication by signals from the sensors;
(g) a lock operably locked and unlocked by the actuator,

the lock securing the cap to the container if the user has
not been authenticated;
(h) at least one of the sensors being a biometric sensor;
and
(1) an aversive fluid being releasable into the container.
26. The bottle of claim 25, wherein the sensors and the
circuit are mounted to the cap.
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27. The bottle of claim 25, wherein the biometric sensor
scans a user’s fingerprint.

28. The bottle of claim 25, wherein at least one of the
sensors includes a camera.

29. The bottle of claim 25, wherein one of the sensors
includes an RFID reader.

30. The bottle of claim 25, wherein the fluid is located
within separate compartments between multiple walls of the
container, the walls being attached together between the
fluid compartments.

31. Programmable software, stored in non-transient
memory coupled to a bottle, the software comprising:

(a) first instructions reading user RFID data and compar-

ing the user RFID data to stored RFID data;

(b) second instructions obtaining data associated with at

least one of:

(1) a user fingerprint and comparing the user fingerprint
data to stored fingerprint data; or

(ii) a camera-generated user image and comparing the
user image data to stored image data; and

(c) third instructions unlocking a cap from a container of

the bottle, which is portable, if the first and second
instructions authenticate the user.
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